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MacKeeper Users Exposed
If you use MacKeeper, you may want to get rid of this particular bit of scareware. KrebsOnSecurity (see http://krebsonsecurity.com) reports that 13 million MacKeeper users have had their usernames, passwords and other information breached.  At best MacKeeper is controversial but more likely it is simply intrusive, hard-to-get-rid-of malware.  See http://bit.ly/1Idph3f for information on how to eliminate MacKeeper from your computer.  
Apple Magic Mouse Disconnecting
If you query Google or Bing about Apple’s Magic Mouse disconnecting you will find many descriptions of problems and solutions.  Let me relate my recent experience with my mouse frequently (every 10 minutes or so) disconnecting from my iMac computer.  Fortunately, I also use a Magic Track Pad so I can reconnect the mouse without too much drama, but the disconnects are still very annoying.  Since my iMac uses a Bluetooth keyboard and track pad, it seems logical that the disconnects are related to the mouse and not Bluetooth per se.  In searching for a solution I tumbled on to the suggestion “just remove the battery cover and use the mouse without it”.  That did the trick.   If I put the cover back on, disconnecting resumes.  I also found a suggestion that slightly bending the battery cover solves the problem.   Perhaps the cover interferes with Bluetooth transmission or bending the cover prevents the batteries from being intermittently disconnected.  Neither explanation is very compelling.  It’s just plain weird!   I wonder if the new Magic Mouse 2 has the same problem, but there is no battery cover to manipulate on this device.
Microsoft Windows Turns 30
Microsoft introduced the Windows operating system in November 1985, which was an important milestone in the development of computer technology.  See http://bit.ly/1QRjyBo for an excellent historical overview.   Also see http://bit.ly/1mrQJ3i for an extensive discussion in Wikipedia.
USB Turns 20
While on the topic of birthdays, the ubiquitous USB (Universal Serial Bus) is also celebrated.   See http://bit.ly/1lWR4eu for an interesting story of how this standard came to be.
Much Faster Memory and Storage Coming
Intel and Micron have developed a new technology called Optane (not related to octane or any other hydrocarbon), which can be 10 times denser than DRAM and 1,000 times faster than current flash storage.  This technology is based on memory cells in a three-dimensional configuration called 3D Xpoint.  When will memory and storage devices show up with this technology?  Probably late 2016 and it will be comparatively expensive.  See http://bit.ly/1OAVPRk and http://zd.net/1Pb7sRR. 
Battery Pack for iPhone 6 and 6S
Apple now offers a battery pack, which Apple calls “Smart Battery Case”.  The price is $99.  Apple claims up to 18 hours of Internet use and 20 hours of video playback time.  You may find various references to this accessory being called “the hump” because of its shape.  See http://apple.co/1YmplVA.
Expect Greater Threats to OS X and iOS
Apple devices now account for 13.5% of global smartphone shipments and 7.5% of global PC shipments, thus attracting cybercriminals and other miscreants.  Symantec has published a report that predicts an increased number of attacks on Apple devices (see http://symc.ly/1NXurRm.  Their conclusions are as follows:
· A significant number of attacks are attributed to nuisance applications such as adware and potentially unwanted or misleading applications.
· Symantec reported that the amount of Mac OS X malware has been trending upwards over the past five years, but such malware is still small in terms of overall numbers.
· The amount of iOS malware discovered remains quite small.  Many threats are designed to take advantage of jailbroken phones, thus allowing root access to the iOS file system and manager.
Keep in mind that Symantec is not an impartial bystander.  The company is in the business of selling software to mitigate against malware.  
Vulnerable Routers
If you’re thinking of buying a new router, you may want to think twice about buying it from Ubiquiti.  To quote from Krebs Security (http://krebsonsecurity.com) in an item entitled “The Lingering Mess from Default Security” (November 15, 2015), “Last week, researchers in Vienna, Austria-based security firm SEC Consult released data suggesting that there are more than 600,000 vulnerable Ubiquiti routers in use by Internet service providers (ISPs) and their customers. All are sitting on the Internet wide open and permitting anyone to abuse them for these digital shakedowns.  Also see http://bit.ly/1NXuDju.  Fortunately, Ubiquiti routers are not very popular in the U.S.
What to Expect from Apple in 2016
Apple is always secretive about its future products, but here are a few new things that may appear in 2016.  Of course, predictions and rumors often prove wrong.
· A new Apple watch, i.e., Apple Watch 2, perhaps around April.
· The iPhone 7
· Intel Skylake processors in Apple computers this spring.
· Possibly a refreshed Mac Pro.  It has been two years since the current design first appeared.
· New 13” and 15” MacBook Air computers, perhaps at the WWDC in June.
· An updated OS X release (version 10.12) probably in the Autumn.
· An updated iOS (version 10) also probably in the Autumn.
· Refinements of Apple Pay and Apple Music.
· A live TV streaming service.
See http://bit.ly/1T6iwAM, http://bit.ly/1TUmQTL and http://bit.ly/1Pb8rRV.

